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Introduction

Reduce your project scope while covering all of your go-live risk.
Get a detailed, vendor-agnostic, automated analysis delivered within 48 hours of

receiving your code extraction.

Panaya’s complete analysis of your EBS 12.2:

e Dramatically reduce project time and effort based on Panaya’s Change Intelligence risk

coverage

e Fix and test only what matters by pinpointing thousands of Oracle analysis

false alarms

e Get complete risk coverage using Panaya unique findings

Terms & Conditions

By accepting Panaya EBS upgrade assessment report, you agree to Panaya’s
standard Terms and Conditions as found at - Link

and to Panaya's Data Processing Agreement as found at - Link
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https://www.panaya.com/master-subscription-agreement/
https://www.panaya.com/data-processing-agreement/
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01. Analysis Summary

Object Analysis

20,678

Total objects analyzed

4,624

2,827

Custom data objects analyzed

Total custom objects

analyzed

1,797

Custom code objects analyzed

Panaya Intelligence

=l

1,202

Custom code objects uniquely analyzed by Panaya

67%

of your total number of custom code objects are NOT
analyzed by other tools

Object Impact

3,784

Total impacted objects not Total IN-SCOPE impacted
compatible with EBS 12.2 custom code objects

Panaya Intelligence

@

By removing false alarms and other non-actionable impact,
Panaya has optimized your object impact scope by
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Oracle Analysis vs. Panaya Analysis

10,580

Total code corrections tasks

8,200 6,684

Total ADZ code corrections tasks Total ADZ false alarms
2,380

Additional code corrections tasks Total IN SCOPE code
found by Panaya corrections tasks

Panaya Intelligence

Total code corrections scoping savings

@ based on Panaya analysis
88%

Functional Impact

805

Total custom business Prioritized test scope based on
functions available for testing Panaya risk-based testing
optimization

Panaya Intelligence

Impacted business functions testing scope optimization

71%

20,826

Tot.al co_de corrections effort Total IN SCOPE code corrections
estimation (H) effort estimation (H)

Panaya Intelligence

Total code correction effort saving

81%
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02. System Profile

2.1. System Sizing

SIE:l‘.g

m

Number of Analyzed Obje!

2.2. Custom Object Inventory

Analyzed Objects

Origin Al

Table

Discoverer Report
View

Concurrent Report
Trigger

Package

Procedure
Concurrent Programs
Alert

Function

Concurrent Host

Object Type

Form
Form Extensions

Profile

Client Extensions

SOL Seript

workfiow I
Framework Function

Framework File

=)
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a Show

Function
Customer: 45
Total: 47

200

300

Object Type

600 700 800 900

1000 1100

Number of Objects

I Oracle Standard [l Customer

3rdPartDomain

1200

10000

1300

1400

1500

26,418

S R

Large
00

1600

1700

1300 1900
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03. In Scope Objects Analysis

Panaya's Al engine and scoping capabilities identified a total of 623
impacted objects, which is 16% of the 3,784 impacted objects.

3.1. Total In-Scope Impacted Objects by Object Type

Table

Package

View

Trigger

Form

Procedure

SQL Script

Function

Framework File

Custom Report

Concurrent Procedure

Custom.pll

0
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04. In-Scope Corrections Analysis

Panaya's Al engine and scoping capabilities identified a total of 1,303 code

correction tasks that needs to be performed, which is 12% of the 10,580

relevant code corrections tasks.

4.1. Total In-Scope Custom Code Corrections by

Correction Type

readiness report ADZDDBCC
findings

GSCC non Compliance

reference to a readiness report
finding

readiness report ADZDPMAN
findings

changed standard Concurrent

changed standard API

Fix personalization due to
deleted Form Field

Changed Form
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111

24

12

200

400 600 800 1000

*Findings uniquely found by Panaya

1200
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05. In-Scope Business Function
Test Analysis

5.1. In Scope Custom Business Function Test
Distribution by Module

Panaya’s Al engine and scoping capabilities identified a total of 234
business functions that need to be tested, which is 29% of the 805
relevant business function tests.

XXCUS SQLGL PN

XXWC

Other

160
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5.2. Custom Object Testing Optimization

Panaya'’s engine scopes business function tests by "priority" and
recommends focusing on High and Medium priority tests.

_MHigh 221

\\Medium 13

5.3. In-Scope Custom Business Function Test
Distribution by Usage

Frequently Used 57

Unused 112__

~—Normally Used 56

Rarely Used 9/\"

* Based on usage statistics maintained in your environment
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5.4. . In-Scope Custom Business Function Usage
by Object Type

Concurrent Procedure
Concurrent Report
Form

Framework Function
Workflow

Concurrent SQL Script

0

. Frequently Used ‘ Normally Used . Rarely Used ‘ Unused
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06. ADZ False Alarms

Out of 8,200 total ADZ code correction tasks found in your ADZ report,
many are false alarms which require no action. Panaya provides scope-
reduction recommendations to help you remove these from project
scope and focus your attention on the must-remediate priorities.

3,638

ADZ correction tasks that require no action

1,463

ADZ correction tasks with LOW priority that can be down-scoped

1,907

ADZ 3rd party corrections tasks that require no action

_/@\_

6,684

Total false alarms corrections in the ADZ report
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0/. Examples

& # CORRECTION 15781 | Fix APPS.AP_PO_VENDORS_APIS_PKG_CUSTOM that uses an unmatched Standard AP

General  Object Detalls  MewTab  Amtachments [0)  Comments (0) History (1)
~ ISSUES (2)
Drag a column header and drop it here 1o group by that column
# T  DESCRIPTION T
1ofl Element : Procedure

APBS.AP PO_VENDORS_APIS PKG_CUSTOM.InSEr_new_vender_site

Problem : Standard APl ap_vendor_sites_pkg.ins ow has no match in
Qracle ri2,2.5.

Solution : Use one of these standard APl subprograms instead:
APPS.AP_VENDOR_SITES_ PEG.Insert_Rowl_Attribute10, X_globai_attnbuted
DEFALLT, X_Pay_Awt_Group_ld, X_global_attributa13 DEFALLT,
X_Hold_AN_Payments_Flag, X_Fax_srea_Code, X_Vendor_Sine_Code Al
¥_Artention_Ar_Flag, X_Address_Style. ¥_Inactive_Date, X_Primary_pay_site_flag
DEFALILT, X_Vendor_id, ¥_Amribute3, X_City, X_Bank_Account_Type,
¥_Address_Line3, X_Attriouted, X_giobal_atribute17 DEFAULT, X_pay_on_code,
¥_Pay_Date_Basis_Lookup_Code, X_EDIID_Number,
¥_Exclude_Freight_From_Disc, X_default_pay_site_id, X_Anribute11,
¥_calling_sequence, X_global_attribute20 DEFALILT, X_Pay_Site_Flag.
X_AttributeT 3, ¥_Purchasing Siee_Flag, X_Attribute_Category,
¥_Accts_Pay_CCID. X_Attribute7. X_global_attributed DEFALLT,
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CODE T

ap_vendor_sites_phkg.insert_rowl

x_rowid => |_rowid,

¥_vendor_site_id => L_vendor_site_id,
%_last_updaze_date == SYSDATE,

¥ last_updated_by == fnd_global.user_id,
w_vendor_id => p_vendar_id,
w_vendor_site_cod Lvendar_site_code,
¥_ast_update_login => fnd_global Jogin_id,
¥_creation_date => SYSDATE.
w_created_by =» fnd_global.user_id
i_purchasing_site_flag ==

p-purchasing sie_flag/*Bug2B06R13%/
#_rfg_onty_site_Nlag == |_rfo_only_site_flag,
1B PA0681 34/

x_pay_site_flag == p_pay_site_lag/*BugIB0E813%/
x_attention_ar_flag == ‘N,

T <> I

ESSENTIAL
Category Code Correction
Type Fix code due to unmatc...

Object Name

Object

APPS AP_PO_VENDORS...

Package

OWNERSHIP

Dev Dwner

- select value ---
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08. Appendix: Patches Analysis

8.1. Ongoing Security Patch Health

© Security Patches Maintenance

How quickly are Security Patches installed after release

125
108 days to install
- p— W—
! not installed
54 days to install
50
) . - .
C.
Jul 2019 Oct 2019 Jan 2020 Apr 2020
#29692308 #30077281 #30445462 #30812013

8.2. Patches Stream Review
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